You would protect a playbook from your rivals.

So why would you leave all your passwords written down where anyone can find them? Store them securely, and always use two-factor authentication!

Don’t get penalized for another person’s actions!

Don’t enter account info or click unknown email links. Flag emails if you suspect foul play, then report them to phishing@auburn.edu.

You have better control with new equipment.

Get a grip on your cyber security by keeping your operating system and anti-virus software up-to-date with the lastest versions and patches.

You’re safer using pads AND a helmet!

And your accounts are safer with a strong password AND two-factor authentication. Sign up for DUO to protect your Auburn account! auburn.edu/2factor

aub.ie/cybersecurity